**“Kiberxavfsizlik siyosati” fanidan 4-kurs talabalarigi yakuniy nazorat uchun savollar ro‘yxati**

**2024/2025 o‘quv yili kuzgi semestri uchun**

1. Kiberxavfsizlik siyosatida qaror qabul qilishning o‘rni haqida ma’lumot bering.
2. Kiberxavfsizlik siyosati ishlab chiqishda kiber tahdidlarni hisobga olish nima uchun kerak?
3. Kibertahdidlarni baholash jarayoni nima?
4. Kiberxavfsizlik siyosatiga katolog yondoshuv haqida ma’lumot bering.
5. Kiberxavfsizlik siyosati katologi haqida ma’lumot bering.
6. Katologlarni yaratish bosqichlarini sanab bering?
7. Kiberboshqaruv muammolari nimada?
8. Strukturaviy tezkor tizimni loyihalash jarayoni qanday asosiy elementlari bor?
9. Kiberfoydalanuvchi muammolari nimada?
10. Elektron pochta siyosati masalalari haqida ma’lumot bering.
11. Kibermojorolar va kibersiyosat nima?
12. Maxfiylikka oid kiberxavfsizlik siyosati masalalari nimalardan iborat?
13. Kiberinfratuzilma muammolari haqida ma’lumot bering.
14. Kiberxavfsizlik siyosatiga AQSH yondoshuvi haqida ma’lumot bering.
15. Kiberjosuslik va turli davlatlarning kiber faoliyati haqida ma’lumotlar bering.
16. AQSH kongressining kibersiyosat harakatlari haqida ma’lumot bering.
17. Kiberxavfsizlik siyosatiga Rossiya yondoshuvi haqida ma’lumot bering.
18. Axborot xavfsizligi sohasida qanday xalqaro hamkorliklar bor?
19. Xalqaro axborot xavfsizligi tizimi haqida ma’lumot bering.
20. Rossiya Federatsiyasining kibermuammolarga yondoshuvlari haqida ma’lumot bering.
21. Kiberxavfsizlik siyosatiga O‘zbekiston yondoshuvi haqida ma’lumot bering.
22. Axborot xavfsizligini ta’minlash sohasidagi qanday normativ-huquqiy hujjatlarni bilasiz?
23. Geopolitika va kiberxavfsizlik haqida ma’lumot bering.
24. Antivirus siyosati nimalardan iborat?
25. Ma’lumotlarni zaxira nusxalash siyosati nimalardan iborat?
26. Kiberxavfsizlik siyosati yondoshuvlari nimalardan iborat?
27. Ma’lumotlarni zaxira nusxalash va qayta tiklash siyosati haqida ma’lumot bering.
28. Kiberxavfsizlik tushunchasi va uning ma’lumotlarning konfidentsialligi, yaxlitligi va foydalanuvchanligi bilan bog‘liqligi qanday?
29. Kiberxavfsizlik siyosati turlari haqida ma’lumot bering.
30. Kiberxavfsizlik siyosatini yaratishda foydalaniladigan qanday normativ hujjatlar bor?
31. Kiberxavfsizlik siyosati, strategiyasi va standartlar haqida ma’lumot bering.
32. Korxona va tashkilotlar uchun kiberxavfsizlik siyosati nimalardan iborat bo‘lishi kerak?
33. Muammoni yechishga yo‘naltirilgan kiberxavfsizlik siyosati nima?
34. Kiberxavfsizlik siyosatini qanday shakllantirish mumkin?
35. Kiberxavfsizlik siyosati bilan bog‘liq bo‘lgan tushunchalar ( kibertahdid, kiberhujum, zaiflik, kiberhuquq, kiberjinoyat) haqida ma’lumot bering.
36. Kiberxavfsizlik evolyutsiyasi nima?
37. Kiberxavfsizlikni boshqarish maqsadlari nimalardan iborat?
38. Kiberxavfsizlik ko‘rsatkichlari nima uchun kerak?
39. Kibermakondagi axborotning yaxlitligini himoya qilishda qanday texnologiyalar bor?
40. Tahdidlarning oldini olish yoki kamaytirish uchun qanday xavfsizlik choralari va texnologiyalari mavjud?
41. Turli davlatlarda kiberxavfsizlik siyosatini shakllantirishga ta’sir ko‘rsatadigan qanday omillar bor?
42. Tashkilotdagi jismoniy shaxslarning kiberxavfsizlik bo‘yicha mas’uliyatlari nimalardan iborat?
43. Parollarni yaratish va himoya qilish bo‘yicha ko‘rsatmalar haqida ma’lumot bering.
44. Zararli dasturlarga qarshi siyosat va uning maqsadi haqida ma’lumot bering.
45. Raqamli kriminalistika va uning turlari haqida ma’lumot bering.
46. Qanday kirish testi (Penetratsion testing) vositalarini bilasiz?
47. Qanday raqamli kriminalistika vositalarini bilasiz?
48. Qanday kiberxavfsizlik vositalarini bilasiz?
49. Xodimlarni kiberxavfsizlik bo‘yicha o‘qitish haqida ma’lumot bering.
50. Xavfsizlik texnologiyalari resurslari haqida ma’lumot bering.
51. Kiberxavfsizlik bo‘yicha o‘qitish usullari haqida ma’lumot bering.
52. Kiberxavfsizlik bo‘yicha qanday trening turlari mavjud?
53. Samarali axborot xavfsizligi siyosati ishlab chiqishga qo‘yiladigan talablar haqida ma’lumot bering.
54. Samarali axborot xavfsizligi siyosatini amalga oshirishdagi muammolar nimada?
55. Samarali axborot xavfsizligi siyosatiga ega bo‘lishning ahamiyati nimalardan iborat?
56. Kiberxavfsizlik siyosatini ishlab chiqishning qanday usullari mavjud?
57. Kiberxavfsizlik siyosatini ishlab chiqishning hayotiy sikli yondashuvi haqida ma’lumot bering.
58. Kiberxavfsizlik siyosatini ishlab chiqishda risklarni baholash bosqichining ahamiyati haqida ma’lumot bering.
59. Kiberxavfsizlik siyosatini ishlab chiqishda siyosat qurilishi bosqichining ahamiyati haqida ma’lumot bering.
60. Kiberxavfsizlik siyosatini ishlab chiqishda siyosatni amalga oshirish bosqichining ahamiyati haqida ma’lumot bering.
61. Kiberxavfsizlik siyosatini ishlab chiqishda siyosat monitoringi va texnik xizmat ko‘rsatish bosqichining ahamiyati
62. Kiberxavfsizlik siyosatini ishlab chiqishda siyosatni qo‘llab quvvatlash faoliyatining o‘rni
63. Korporatsiyalarda kiberjinoyat tushunchasi nima?
64. Korporatsiyalarda uchraydigan qanday asosiy kiberxavfsizlik zaifliklari mavjud?
65. Korporatsiyalarga qarshi kiberjinoyat turlarini tavfsiflab bering.
66. Korporatsiyalarga bo‘ladigan kiberhujumlarni tavfsiflab bering.
67. Kiberjinoyatlarga korporativ javoblar haqida ma’lumot bering.
68. Kiberjinoyatlardan qanday himoyalanish choralari bor va ularni izohlang.
69. Jismoniy shaxslarning kiberxavfsizlikni ta’minlashdagi oʻrnini tushuntirib bering.
70. Korporatsiyalarda “Berkitish” yoki muammoni yashirilishi jarayonini tushuntiring
71. Korporatsiyalarda mas’uliyatsiz xodimlar tomonidan bo‘ladigan zararlarni sanab bering.
72. Biznes korxonalarda shaxsiy qurilmalardan foydalanish muammosi haqida ma’lumot bering.
73. Korporatsiyalardagi kiberxavfsizlik siyosati haqida ma’lumot bering.
74. Huquqni muxofaza qilish organlarining kiberxavfsizlikni ta’minlashdagi oʻrnini tushuntirib bering.
75. Sizningcha huquqni muhofaza qilish organlari va kiberxavfsizlik bo‘yicha ekspertlar o‘rtasidagi hamkorlik qanday tashkil etilishi kerak?
76. Kiberjinoyatlarni tekshirish va raqamli kriminalistikada foydalaniladigan axborot texnologiyalari va vositalari haqida tushuncha bering.
77. Kiberxavfsizlikning huquqiy asoslarini batafsil yoritib bering.
78. Tashkilotlarda riskning past darajasida foydalaniladigan siyosat bo‘yicha bajariladigan vazifalarni tushuntiring.
79. Tashkilotlarda riskning o‘rta darajasida foydalaniladigan siyosat bo‘yicha bajariladigan vazifalarni tushuntirib bering.
80. Zararkunanda dasturlardan himoyalashga tekshiradigan siyosatlar uchun muhim sozlamalarni tushuntirib bering.
81. Risk past darajada bo‘lganda zararkunanda dasturlarga qarshi kurashish siyosatida bajariladigan ishlar haqida ma’lumot bering.
82. Risk o‘rta darajada bo‘lganda zararkunanda dasturlarga qarshi kurashish siyosatida bajariladigan ishlar haqida ma’lumot bering.
83. Risk yuqori darajada bo‘lganda zararkunanda dasturlarga qarshi kurashish siyosatida bajariladigan ishlar haqida ma’lumot bering.
84. Internetda autentifikatsiyalash siyosatini tushuntirib bering.
85. Parollar siyosati bo‘limlari va tavfsifi haqida ma’lumot bering.
86. Ma’lumotlarni zaxira nusxalash siyosati bo‘limlari va tavsifi haqida ma’lumot bering.
87. Risk past darajada bo‘lganda Internetdan foydalanish siyosatini qo‘llashni tushuntirib bering.
88. Risk yuqori darajada bo‘lganda Internetdan foydalanish siyosatini qo‘llashni tushuntirib bering.
89. Kiberxavfsizlik vositalari nima va ular qanday maqsadlarda ishlatiladi?
90. Samarali zaxiralash va tiklash siyosatining maqsadlari haqida ma’lumot bering.
91. Zaxiralash turlarini sanang va izohlab bering.
92. Zaxiralash va qayta tiklash siyosatining afzalliklari haqida ma’lumot bering.
93. Eng yaxshi zaxiralash amaliyotlari haqida ma’lumot bering.
94. Ma’lumotlarni tasniflash siyosati nima?
95. Ma’lumotlar tasnifining turlari haqida ma’lumot bering.
96. Maʼlumotlarni bekor qilish va yoʻq qilish siyosati tarkibiy qismlarini tariflab bering.
97. Axborot tizimlaridan foydalanish siyosati haqida ma’lumot bering.
98. Axborot xavfsizligi siyosatini monitoring qilish va texnik xizmat ko‘rsatish bosqichlari qanday amalga oshiriladi?
99. Kibermakondagi axborotning yaxlitligini himoya qilishning qanday usullari mavjud?
100. Tashkilotda axborot aktivi nimaga qarab belgilanadi?